
Data protection statement on the processing of personal data in the context of European and 

International Affairs’ tasks, duties and activities (Principal Directorate 5.1)

Protecting your privacy is of the utmost importance to the European Patent Office (EPO). We are committed 

to protecting your personal data and ensuring respect for data subjects' rights when performing our tasks and 

providing our services. All data of a personal nature that identify you directly or indirectly will be processed 

lawfully, fairly and with due care.

The processing operations described below are subject to the EPO Data Protection Rules (DPR).

The information in this statement is provided in accordance with Articles 16 and 17 DPR.

1. What is the nature and purpose of the processing operation?

This data protection statement concerns the processing of personal data by Principal Directorate 5.1 European 

and International Affairs (PD5.1), more in particular its units Regional Desk Member States and Neighbouring

Countries, Regional Desk IP5, IOs and Global Users, Regional Desk Americas, Africa and ASEAN, and the 

External Relations Support Team  within the framework of executing their tasks and 

duties. 

Personal data are processed for the following purposes: execution of co-operation activities with the 

stakeholders (including the intellectual property offices participating in the IP5 (EPO, USPTO, JPO, KIPO and 

CNIPA) and the Trilateral (EPO, JPO, USPTO)) concerned and contacting the stakeholders individually or as 

groups to inform and/or to implement the EPO’s co-operation activities; planning, organising and conducting

meetings, activities, training courses and events; preparing internal documentation for co-operation activities, 

maintaining an up-to-date database with relevant information on the co-operation activities, and generating

statistical data including financial budgeting.

Personal data necessary for the organisation of these meetings and events are provided by the participants 

and/or their organisations. In some cases sound, video or audiovisual recordings will be made during an event, 

including while participating in meetings. Sound, video or audiovisual recordings may be processed for 

documenting the meeting or event, for possible publication by the EPO (in print or electronically). If that is the 

case, participants will be informed in advance. 

Personal data may be shared internally among EPO departments (e.g. the Principal Directorate 

Communication) and processed for other compatible purposes. For instance, the contact details of certain data 

subjects working for stakeholders with whom the EPO cooperate, such as institutions and national patent 

offices, could be part of the lists of invitees for events organised by the EPO or used to send other type 

communications e.g. season’s greetings.

Furthermore, the units liaise with an EPO-approved travel agency, to which identification documents 

(e.g. copies of passports) of event participants are sent for the purpose of organising journeys (e.g. booking 

air tickets and hotels) in the context of events.

In addition, on very rare occasions an institution (e.g. WIPO) that PD 5.1 has a co-operation agreement with 

may request a large volume of published patent data, which PD 5.1 will then endeavour to provide. The delivery 

of such data may involve the use of postal services.

The processing is not intended to be used for any automated decision-making, including profiling. Your 

personal data will not be transferred to any parties outside the European Patent Office which are not mentioned 
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in Article 8(1), (2) and (5) of the DPR unless an adequate level of protection is ensured. In the absence of an 

adequate level of protection, a transfer can only take place if appropriate safeguards have been put in place 

and enforceable data subject rights and effective legal remedies for data subjects are available, or if 

derogations for specific situations as per Article 10 DPR apply.

2. What personal data do we process?

The categories of personal data processed for EPO employees and contractors are as follows:

• personal identification: first name, surname, gender, nationality

• patent process related data: personal data potentially included within the content of patent information 

and publications, and patent record bibliographic and metadata

• contact information: contact details, professional email address, phone numbers, emergency contact 

details (only for contractors)

• building area and site (only for employees)

• employment information: office location (only for employees), room number (only for employees), 

department name and/or number, preferred language (of communication), company entity (only for 

contractors), business unit division (only for contractors)

• sensory and electronic data: audio and visual information

• travel and expenses: expense details, travel booking details

• government identifiers: passport number

• correspondence: personal information provided voluntarily

• professional experience and affiliations: CV, qualification certifications (only for contractors)

• education and skills: languages

• financial (only for contractors): fund reservation requests, bank account number

The categories of personal data processed for externals are as follows:

• personal identification: first name, surname, gender, nationality

• patent process related data: personal data potentially included within the content of patent procedure 

related information and publications, and patent record bibliographic and metadata

• contact information: contact details, professional email address, emergency contact details, phone 

numbers

• employment information: office location, job title role, company entity, business unit or division, 

preferred language (of communication)

• sensory and electronic information: audio and visual information

• travel and expenses: expense details, travel booking details

• government identifiers: passport number

• correspondence: personal information provided voluntarily

• financial: bank account information, bank account number, fund reservation requests

• professional experience and affiliations: CV

• education and skills: languages

3. Who is responsible for processing the data?

Personal data are processed under the responsibility of the Principal Director of PD European and International 

Affairs, acting as the EPO’s delegated data controller. Data are processed by the EPO staff members 

working in PD European and International Affairs.

External contractors involved in providing platforms for virtual meetings and in organising events and logistics 

may also process personal data, which may include accessing it.
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4. Who has access to your personal data and to whom are they disclosed?

The personal data are disclosed on a need-to-know basis to EPO staff working in the Principal Directorate 

European and International Affairs.

Personal data are disclosed on a need-to-know basis to staff from the hierarchical line of Principal Directorate 

European and International Affairs and its units, staff from the Presidential Office, EPO staff from all units 

involved in the organisation of the meetings (BIT, Protocol, Communication), DG 4 physical security staff (entry

controls) and to national patent offices, international organisations and other organisations and associations 

that PD 5.1  have agreements with.

Personal data may also be disclosed to third-party service providers, including Microsoft, for the purposes of 

providing logistical or other services necessary for organising meetings and events and providing platforms for 

virtual meetings. Personal data will only be shared with authorised persons responsible for the necessary 

processing operations. They will not be used for any other purposes or disclosed to any other parties.

Personal data will only be shared with authorised persons responsible for the necessary processing 

operations. They will not be used for any other purposes or disclosed to any other recipients.

5. How do we protect and safeguard your personal data?

We take appropriate technical and organisational measures to safeguard and protect your personal data from 

accidental or unlawful destruction, loss or alteration and unauthorised disclosure or access.

All personal data are stored in secure IT applications in accordance with the EPO's security standards. 

Appropriate levels of access are granted individually only to the above-mentioned recipients.

For systems hosted on EPO premises, the following basic security measures generally apply:

• user authentication and access control (e.g. role-based access to the systems and network, need-to know 

and least-privilege principles) 

• logical security hardening of systems, equipment and network

• physical protection: EPO access controls, additional access controls to the data centre, policies on 

locking offices

• transmission and input controls (e.g. audit logging, systems and network monitoring) 

• security incident response: 24/7 monitoring for incidents, on-call security expert 

In principle, the EPO operates a paperless policy management system. If paper files containing personal data 

nevertheless need to be stored on EPO premises, they are locked in a secure location with restricted access.

For personal data processed on systems not hosted on EPO premises, the provider (i.e. Microsoft) processing 

the personal data has committed in a binding agreement to comply with its data protection obligations under 

the applicable data protection legal frameworks. For Microsoft, the EPO has also carried out a privacy and 

security risk assessment. 

These systems are required to include appropriate technical and organisational measures such as:

• physical security measures, access and storage control measures, securing data at rest (e.g. by 

means of encryption) 

• user, transmission and input control measures (e.g. network firewalls, network intrusion detection 

system (IDS), network intrusion protection system (IPS), audit logging) 

• conveyance control measures (e.g. securing data in transit by means of encryption)
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6. How can you access, rectify and receive your data, request that your data be erased, or 

restrict/object to processing? Can your rights be restricted?

You have the right to access, rectify and receive your personal data, not to be subject to a decision based 

solely on automated processing, to have your data erased and to restrict and/or object to the processing of 

your data (Articles 18 to 24 DPR).

The right of rectification can only apply to inaccurate or incomplete factual data processed in the context of the 

tasks, duties and activities of the EPO's Principal Directorate European and International Affairs and its units; 

it does not apply to subjective statements, including ones made by third parties.

If you would like to exercise any of these rights, please write to the delegated data controller at

DPOexternalusers@epo.org If you are an EPO employee, contact PDEuropeanandinternationalaffairs-

DPL@epo.org

In order to enable us to respond more promptly and precisely, you always need to provide certain preliminary 

information with your request. We therefore encourage you to fill in this form : form (for externals), form (for 

internals) and/or form (for pensioners)) and submit it with your request.

We will reply to your request without undue delay and in any event within one month of receipt of the request.

However, Article 15(2) DPR provides that this period may be extended by two further months where necessary 

in view of the complexity and number of requests received. We will inform you of any such delay.

7. What is the legal basis for processing your data?

The EPO processes personal data in accordance with Article 5(a), i.e. where processing is necessary for the 

performance of a task carried out in the exercise of the official activities of the European Patent Organisation 

or in the legitimate exercise of the official authority vested in the controller, which includes the processing 

necessary for the Office's management and functioning, and in accordance with Article 5(b): where processing 

is necessary for compliance with a legal obligation to which the controller is subject.

The EPO processes personal data on the basis of at least the following legal instruments: Article 4(3) EPC,

Article 10(2) EPC, Article 30 EPC, Article 134 EPC, CA/D 1/78 (Resolution on Technical assistance), CA/36/90 

(INPADOC Agreement), CA/87/07-CA/PV 110 and Co-operation roadmap (CA/27/20).

8. How long do we keep your data? 

Personal data will be kept only for the time needed to achieve the purposes for which they are processed.

Personal data will be deleted after the external stakeholder ceases to be a contact person for the EPO, on the 

understanding however that name and position data (only) may be retained for archival, research and historical 

purposes for an indefinite period. Financial data of externals (e.g. travel tickets) will be kept until the audits for 

the accounting period concerned have been finalised. For EPO staff and contractors, the EPO Financial 

Regulations apply.

In the event of a formal appeal/litigation, all data held at the time the formal appeal/litigation was initiated will

be retained until the proceedings have been closed.
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9. Contact information

If you have any questions about the processing of your personal data, please write to the delegated data 

controller at DPOexternalusers@epo.org; EPO employees can write to PDEuropeanandinternationalaffairs-

DPL@epo.org.

Internal staff may also contact our data protection officer at  dpo@epo.org, while externals may contact our 

data protection officer at DPOexternalusers@epo.org.

Review and legal redress

If you consider that the processing infringes your rights as a data subject, you have the right to request review 

by the controller under Article 49 DPR and, if you disagree with the outcome of the review, the right to seek 

legal redress under Article 50 DPR.


